AWS Access Key Creation

Step 1: Access the AWS Console.

Access |IAM service and click Users.
Click Add User
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Step 2: Details

Fill in the name field with Fivemetrics
Select the Programmatic access option
Click Next: Permissions
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Set user details

You can add multiple users at once with the same access type and permissions. Learn more

User name* | Fivemetrics

© Add another user

Select AWS access type

Select how these users will access AWS. Access keys and autogenerated passwords are provided in the last step. Learn more

Access type* I v Programmatic access
nables an access Key ID and secret access key for the AWS API, CLI, SDK, and

other development tools.
AWS Management Console access
Enables a password that allows users to sign-in to the AWS Management Console.




Step 3: Permissions

Click on Attach existing policies directly.
Search the policy ReadOnlyAccess and mark it.
Click Next: Review.
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Set permissions for Fivemetrics

Copy permissions from Attach existing policies
existing user directly

Add user to group

© Get started with groups
You haven't created any groups yet. Using groups is a best-practice way to manage users’ permissions by job functions,
AWS service access, or your custom permissions. Get started by creating a group. Learn more

Create group
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Attach one or more existing policies directly to the users or create a new policy. Learn more

Create policy || & Refresh

Filter: policy type - Showing 55 results

Policy name « Type Attachments =  Description
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» WF CloudFrontReadoOnl... AWS managed 0  Provides access to CloudFront distribution configur...

» i# CloudSearchReadO... AWS managed 0  Provides read only access to the Amazon CloudSe...

» ¥ CloudwatchEvents. .. AWS managed 0  Provides read only access to Amazon Cloudwatch...

» WP CloudWatchLogsRe... AWS managed 0  Provides read only access to CloudWatch Logs

» WP CloudwaichReado...  AWS managed 0  Provides read only access to CloudWatch.

» 7] IAMReadOnlyAccess AWS managed 0  Provides read only access to |1AM via the AWS Ma...
v (S T | ReadOnlyAccess AWS managed 0 Provides read-only access to AWS services and re...

» WP ResourceGroupsan... AWS managed 0 Provides access to use Resource Groups and Tag ...

» WP ServiceCatalogAdm... AWS managed 0  Provides read only access to the service catalog a...
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Step 4: Review

Click on Create user.
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Review

Review your choices. After you create the user, you can view and download the autogenerated password and access key.
User details

User name Fivemetrics

AWS access type Programmatic access - with an access key

Permissions summary

The following policies will be attached to the user shown above.

Type Name

Managed policy ReadOnlyAccess

Cancel Previous Create user

Step 5: Complete

You will see the Access key ID and Secret access key information that should be used when
creating the account on Fivemetrics website.
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& Success
You successfully created the users shown below. You can view and download user security credentials. You can also email users instructions for
signing in to the AWS Management Console. This is the last time these credentials will be available to download. However, you can create new
credentials at any time.

Users with AWS Management Console access can sign-in at: https: /s I1 . .signin.aws.amazon.com/console
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